. B naraynamma institute of technology Mail - Request for allowing stu... https:/mdil.google.com/mail/w/1/2ui=2&ik=886994face&js ver=

ecehod . <ecehod@gnits.ac.in>

Request for allowing students to visit your facility on 2/3/18. from ECe
students of G,>Narayanamma Institute of Technology and science,

Hyderabad '

Sreenivas K <ksree@ensurity.com> Wed, Feb 28, 2018 at 5:08 PM
To: "ecehod ." <ecehod@gnits.ac.in> ( \
Dr.Venkateshulu, . /

h
| We're pleased to accept your request to walk through our products and technologies for

[ your students. Since 2/Mar is a holiday, we are confident that we can accommodate all your
; ‘[ ) students in one go. We shall respond to their questions, if they have any.

Thanks & Regards,

Sreenivas K

Vice President - Projecls

Mobile: +91.9866.075.085

Ensurity Technologies (formerly Unik Systems)

#1355-H&l, Niharika Jubilee One, 4™ Floor, Road # 1, Jubilee Hills, Hyderabad 500033, India
Tele: +91-40-2355.4033 / 2354.1001; Fax: +91-40-2355.4034

Mail: ksree@ensurity.com ; Web: http:/imwww.ensurity.com/

{-} Location Map: htip://x.colensurity

From: "ecehod ." <ecehod@gnits.ac.in>

Date: Wednesday, 28 February 2018 at 16:55

To: <ksree@ensurity.com>

Subject: Request for allowing students to visit your facility on 2/3/18. from ECe students of
G,>Narayanamma Institute of Technology and science , Hyderabad
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We're pleased to accept your request to walk through our products and technologies for
_ your students. Since 2/Maris a holiday, we are confident that we can accommodate all your
students in one go. We shall respond to their questions, if they have any.

Thanks & Regards,

Sr_enivas K

Vice President - Projocts

Mobile: +91.9866.075.085

Ensurity Technologles (formerly Unik Systems)

#1355-Hal, Niharika Jubilee One, 4D Floor, Road # 1, Jubilee Hilis, Hyderabad 500033, India
Tele: +91-40-2355.4033 12354.1001; Fax: +91-40-2355.4034

Maik: ksree@ensurity,com ; Web: htip/Mww.ensurity.com/

Location Map: hitp:/ix.colensurity

From: "ecehod .* <ecehod@gnils.ac.in>

Date: Wednesday, 28 February 2018 at 16:55

To: <ksree@ensurity.com>

Subject: Request for allowing students to visjt your facility on 2/3/18. from ECe students of
G,>Narayanamma Institute of Technology and science , Hyderabad
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~____Industrlal Visit - 02/03/2018 - Students List - 1V/IV ECE A,B,C
Roll Ho. Name Signature
14251A0412 I - Ab&m{
14251A0428 2. ca el H:
- MWL PWe P K.
14251A0430 Kt Banca &9-——
14251A0440 K- le{-.udﬂ'l A TE Jiwlifki
14251A0464 P TP S
14251A0467 P onl —
14251A0468 ——Absonf ——
']
14251A0480 K.V NS Sylveena Lt
14251A0489 M. Alekia pi- ALY
14251A0490 M: Tl U ME AL IA
14251A0496 P T S
14251A04A5 “— Ayl —>
14251A04A6 E— Nbrenlt — -
14251A04B2 S— Pleml 0
14251A04B3 =T 1, mdifAna %f{
14251A04B6 .WV% Q. Reasida Avardde,
14251A04B7 V. Caitpuya \fﬁf
14251A04B9 e Yoy QU
14251A04C3 ( \Davals ) Aevra 3
14251A04C4 -
Ve
14251A04D2 C.- Aahatko B:l““'
14251A04E?2 -(—Hwnt aichetin 7 I
14251A04EG K. ch(hun Mrh’t Focaufie
14251A04E9 K. qu}—r;.]aw y o )
14251A04F1 r
14251A04F2 Mmmr?k» WW‘“—«
14251A04F6 Aviua od W I
14251A04G2 Meg hana MW
14251A04G3 __P5upd St~
14251A04G5 R-chaddipunal - I et
14251A04H2 v prsbatha NEomol A
14251A04H8 njutr P vetaue /W
14251A04H1 £— Ny enl —>
15255A0402 a. Maneesha Mary
15255A0403 T Snehdtia Rcclcﬂq SR
15255A0404 B Sacctiui C
15255A0424 e Aottt ——>
15255A0428 Samuya Suee oy &

€N

Signature of HOD

Scanned with CamScanner




ELEC
TRONICS AND com F TECHNOLOGY AN
MUNICATION SCIENCE
INDUSTRI AL VI EPARTMENT
TO
ENSURITY

tor VlSlIed E : nd
r0ad 10.85. They maily o o ijg;; e . it ocsted a bl il
only company in India - ecure end to end communicati
pany in India who are working on network security part ofcyﬁizzzy e e

We were gree $
networking Secuﬁf};:‘;;issal;zfl::tszkwho h-as fnore than a dec.ade of- experience in
the session by explaining what ensuri gr security installations at client’s side. He_started
telephone lines in PM’ ty does.Their ﬁ-rst product was used for securing the

s in PM’s office. After the success of this they were requested to do the same
for FA.X Both the prototypes were enclosed in small boxes which were claimed to be tamper
proof in which they had a patent. These security devices were done using FPGA boards and
completely hardware. They were customizable by the user, providing a sense of security by

not depending on the dealers.

They got an offer from ISRO to secure their digital networks. They have ventured into
The module for ISRO used

many ways of securing digital communication using hardware.
keys. The first model had a

optical light and a mathematical algorithm to generate different
speed of 16MB and the second module had about 100MB. The 256bit key had two parts, on¢

was from noise from the optical light and the other was from the user side. They had a patent

in generating keys which are used in packets.

d with cryptography for secure keywords where the image
is fragmented in different patterns. This was utilised for the banking sector. They used
3DID’s FIDO for authentication and generating orthogonal codes and cryptography. They
had created their own application Ensurity for communication among them like WhatsApp.

but the documents sent had a limited life, called as vapor messaging.

From the producer’s association they got a request to secure their print such thaf it
cannot be pirated. They came up with THINC USB. A tamper-proof compact USB device
with on-board biometrics (upto 40) for secure authentication, encrypted storage and read-only
operating system for secure remote access. It uses AES256 encryption. It has individual and
shared partitions with read and write access. There is no use for passwords. This can be done
by having allowed access on only one network. They are also working on securing IoT

devices.
So, the visit was successful in providing the information on the branch of network

gral part of our digital world. It was a stimulating environment with

Later they became involve

security which is an inte
creativity running high and efficient in solving security problems.
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